PROTECT YOUR COMPANY

AGAINST SOCIAL ENGINEERING

Strengthen the security awareness of your employees

In addition to your IT infrastructure, your employees are also a target for cybercrimi-
nals. Through social engineering attacks such as phishing emails, cybercriminals try
to exploit the human characteristics of your employees in order to tempt them to
perform harmful actions.

The serious game HATCH provides an entertaining, interactive group training that
teaches your employees to identify and successfully defend against social en-
gineering attacks.
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With the help of serious games your employees can be engaged in security activities in an en-
joyable and sustainable way.

Use a training with our tabletop game, to increase the awareness of and defensive
behavior against social engineering threats.

Our trainings are conducted exclusively by cybersecurity experts.

Scena ri O - based tra i n i n g Principles Attack Scenarios

+ Simulation of actual attacks
+ Interactive training of participants
+ Complies with ISO 27001 Control A.7.2.2

Company-specific learning content

+ Company-specific adaptation 8
(e.g. industry sector) of the game scenario is possible
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Threat analysis Medium

+ Use for threat analysis possible I \
* Identification and assessment of relevant social Low ./ High
engineering threats RISK

Contact us for more information

Phone: +49 (0) 69 9451952 40
Email: info@social-engineering.academy

Visit also our website
https://www.social-engineering.academy
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https://www.social-engineering.academy/en/
mailto:info%40social-engineering.academy?subject=Request%20for%20the%20serious%20game%20HATCH

